
















Conclusion

Managers’ assumptions that next-generation workers are the root of cybersecurity problems 

in the workplace may be overstated, but there are some areas, such as social media use and 

password management, where younger workers do need extra mentoring. Decision makers can 
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and communicating them effectively to employees. Equally important is leadership and the 

need for decision makers to set a good example. If managers can demonstrate a commitment 

to security through their own policies and actions, then the next-generation workforce will 

surely follow.

Research Methodology

The statistics cited in this report are from two separate surveys for Centrify conducted in May 
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• 500 UK Senior Decision Makers (exc. sole traders) who spend at least 25% of their time in 
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Censuswide abides by and employ members of the Market Research Society, which is based on 

the ESOMAR principles.

About Centrify

Centrify delivers Zero Trust Security through the power of Next-Gen Access. The Centrify Zero 

Trust Security model assumes that users inside a network are no more trustworthy than those 
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privilege. Centrify also utilizes machine learning to discover risky user behavior and apply 

conditional access — without impacting user experience. Centrify’s Next-Gen Access is the only 

industry-recognized solution that uniquely converges Identity-as-a Service (IDaaS), enterprise 

mobility management (EMM) and privileged access management (PAM). Over 5,000 worldwide 

organisations, including over half the Fortune 100, trust Centrify to proactively secure 

their businesses.

Centrify is a registered trademark and Centrify Server Suite, Centrify Privilege Service and 

Centrify Identity Services are trademarks of Centrify Corporation in the United States and 

other countries. All other trademarks are the property of their respective owners.
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